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Abstract: Saudi Arabia initiated its much-anticipated Vision 2030 campaign, a long-term economic
roadmap aimed at reducing the country’s reliance on oil. The vision, which is anticipated to be
accomplished in the future, underlines compliance, fiscal, and strategy adjustments that will sig-
nificantly affect all the important features of Saudi economic growth. Technology will be a critical
facilitator, as well as controller, of the initiative’s significant transformation. Cloud computing, with
the Internet of things (IoT), could make significant contributions to Saudi Vision 2030’s efficient
governance strategy. There are multiple IoT applications that cover every part of everyday life, as
well as enabling users to use a variety of IoT applications. Choosing the best IoT applications for
specific customers is a difficult task. This paper concentrates on the Kingdom’s advancement towards
a fresh, as well as enhanced, method of advancing the development phases pertaining to digital
transformation, through implementing and adopting modern communications infrastructure and ICT
technology. In addition, this study proposes a recommendation system that relies on a multi-criteria
decision-making investigation focusing on the fuzzy TOPSIS method for selecting highly efficient
IoT applications. The prototype, as well as the hierarchy, was created to assess and correlate critical
criteria based on specialist preferences and recommendations. The T5 IoT application alternative
was shown to be the most highly effective and reliable choice according to the findings of both fuzzy
TOPSIS and TOPSIS.

Keywords: internet of things; Vision 2030; fuzzy logic; MCDM; recommender system

1. Introduction

For many years, a strategic primary focus has been the technological development of
Saudi Arabia’s healthcare delivery system, as well as the introduction of modern healthcare
initiatives, resulting in hospitals and other healthcare centers functioning as advanced
technological workplace environments. The development of digital workplaces is assisting
in the implementation of both the Saudi Vision 2030 as well as the National Transfor-
mation Program, and participants have been kept up to date on the advancement of the
digitalization of hospitals as well as primary care centers throughout the Kingdom. The
development of Internet of things (IoT) solutions is being determined by a number of
significant economic diversification initiatives. They are assisted by low-cost, reliable
connectivity, as well as governmental policies encouraging the use of IoT. Moreover, Saudi
Arabia became one of the first Gulf Cooperation Council (GCC) nations to implement a 5G
network. Improved connectivity, reduced latency, and rapid connections allow more users
to transfer information at the same time. Companies and future technology vendors are
rapidly developing IoT solutions focused on 5G, as well as low-power wide-area network
(LPWAN) innovations. These initiatives and advancements are accelerating growth in the
economy [1–5].

The IoT relates to the billions of portable devices globally that are linked to the Internet
to capture and share information. The sophistication of such devices ranges from simple
household products to advanced industrial machinery. The IoT is a vast network of
objects on which almost all individuals collect as well as communicate data relating to
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how they interact with the globe around them. By linking all of these different platforms
and incorporating sensors into them, gadgets gain digital intellectual capacity that enables
them to transfer real information without the requirement for human intervention. The
IoT enables the integration of numerous machines, gadgets, and electronic devices that
are linked to the Internet via various networks. An Internet of things wearable technology
collaboration could allow two technology companies to combine their strengths and provide
the best equipment software applications, which include advanced wearable technology
for smart city architecture and enterprises such as catering and healthcare, as well as
development. Smart cities in the area would then start encouraging sustainable economic
growth and a high standard of living in order to confront increasing urbanization obstacles
through the implementation of Information and Communication Technologies (ICTs) in a
variety of capacities, such as the economy, atmosphere, transportation, well-being, living,
and governance. IoT innovations, as well as their implementation, have also played a
noticeable role in the Hajj and Umrah gatherings control system applications, with their
consequences visible in various places throughout the two holiest sites of Makkah and
Madinah, along with the two sacred mosques, sacred locations, museums, library services,
and exhibitions [6–9].

According to Statista [10], the global number of IoT procedures is anticipated to nearly
triple, from 9.7 billion in 2020 to over 29 billion in 2030. China will have the most IoT
gadgets in 2030, with about 5 billion devices of end-user equipment. IoT equipment is
used across all industries and consumers, with the customer group responsible for roughly
60% of all digital and mobile technologies in 2020. This proportion is expected to remain
stable throughout the next 10 years. Power generation, gas, steam, air conditioning, water
systems, discarded disposal systems, trade and wholesale, logistics and storing, as well
as administration, are key industry verticals including over 100 million interconnected
IoT devices. The total number of connected devices throughout all industries worldwide
is expected to exceed eight billion by 2030. Customer internet and media devices, such
as mobile phones, are among the most significant use examples of IoT equipment in
the customer group, with the number of IoT devices expected to exceed 17 billion by
2030. Other examples, with over one billion IoT-linked devices by 2030, include linked
(driverless) automobiles and IT infrastructure facilities. Figure 1 shows the number of
IoT-linked devices globally from 2019 to 2021 through the predictions for 2022 to 2030,
according to a report by Statista.
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The Saudi Arabian IoT Market was projected to reach USD 2016.86 million in 2021 and
is projected to expand at a 17.67% compounded annual growth rate from 2023 to 2027 to



Processes 2023, 11, 1313 3 of 16

reach a market price of USD 5391.15 million by 2027. The exponentially growing informa-
tion technology and telecoms sector, as well as the increasing penetration of worldwide
web services across various end-use industries, will propel the expansion of the Kingdom’s
IoT marketplace over the next five years. The increasing utilization of Bluetooth and Wi-Fi
services for networking purposes, as well as the increased demand for faster connectivity
for connected devices, will also encourage the expansion of the Saudi Arabian IoT market
over the coming five years. The increasing implementation of innovations, including cloud-
oriented services, combined with an increased demand for intelligent equipment such as
smart household applications, mobile phones, smart televisions, and so on, will bolster the
Saudi Arabian IoT market’s expansion over the next five years. Increasing investments,
as well as government assistance for the nation’s IT industry and its expanding desire to
develop the marketplace and further transmit the nation’s economic development from the
petroleum industry to other industries, such as IT, will all contribute to the development of
the Kingdom’s IoT marketplace in the projected period between now and 2027 [11].

Several cutting-edge applications, including intelligent transportation, as well as
medical and emergency management, are anticipated to be made possible by IoT. Traffic
congestion could be significantly reduced by real-time information for optimal traffic
routing using streaming data from highway sensors or cellphones installed on dashboards.
Furthermore, a real-time IoT application could select one of several alternate routes that
are open in order to transport an emergency vehicle to a patient when some of the options
are closed because of renovations, a political or socioeconomic event, or a natural disaster.
Other examples would be patients in the critical care unit or emergency departments with
aberrant shock index readings, who have considerably greater mortality risk as well as
elevated rates of developing hyperlactatemia and heart attacks. As a result, it is preferable
to make treatment choices in real-time under decision constraints using an evaluation of
physiological monitoring information from wearable technology. To decrease, for instance,
overcrowding or fatalities in an emergency unit, a decision-maker could choose one of
the available alternatives employing sensor information representing the current actual
state. Moreover, to prevent potential congestion problems and excessive energy use in IoT
applications from wirelessly transferring duplicate sensor data, an ultimate decision must
demand only efficient and reliable IoT applications to deliver the minimum sensor data
required for the outcome.

In Saudi Arabia, IoT innovation is at a tipping point, fueled by smart cities as well
as currently underway megaprojects. Many IoT implementations are anticipated to be
launched in the coming years, and more smart objects are anticipated to be linked together.
Finding appropriate IoT applications for consumers may be a challenging assignment
for a variety of reasons. First, the selection process is influenced by numerous factors,
including smart object-specific requirements and application functionality, as well as cost,
necessitating the comparison of a large number of criteria and alternatives that require
considerable effort and time. Second, IoT companies and resources have a wide range of
applications with varying requirements and specifications. Ultimately, user priorities, such
as expense and ease of use, must be taken into account throughout the decision-making
procedure. Consequently, selecting an IoT-based application is a complicated multicriteria
decision-making (MCDM) challenge [12–14]. Moreover, because there are so many IoT
applications as well as smart objects obtainable, the computational cost of choosing the most
appropriate IoT-based applications is significant and must be decreased. Recommender
systems are an acceptable option for choosing the most appropriate IoT-based applications
for customers.

• In this research, we create efficient recommendation systems for evaluating and rank-
ing IoT applications with the help of the MCDM framework. An MCDM strategy
implementing the fuzzy TOPSIS (a technique for order performance by similarity to
ideal solution) framework was used to reduce the sophistication of the envisioned
solution. To the best of our experience and understanding, this is the first study to
suggest a fuzzy TOPSIS for designing a recommendation method in the setting of the
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IoT. It is, correspondingly, the first study to investigate as well as verify the standards
utilized in the anticipated system. The results demonstrate that the suggested fuzzy
TOPSIS model is reliable as well as feasible for building IoT decision-making schemes.

• From this current perspective, the study also aims to compare the outcomes with those
of other MCDM approaches. It aims to investigate the outcomes of fuzzy TOPSIS and
TOPSIS approaches that were used to tackle the issue of effective and trustworthy IoT
application selection.

The rest of this study is structured as follows. Section 2 examines the studies published
and their preliminary findings. The hierarchical structure for assessing IoT applications
and the fuzzy TOPSIS approach is described in Section 3. Section 4 discusses the research
study’s outcomes. Section 5 deliberates the study’s results. Finally, Section 6 brings the
paper to a close.

2. Literature Review

When there are multiple decision factors, MCDM tackles the issue of decision-making.
It chooses, examines, and ranks alternative solutions based on a variety of criteria, as
well as sub-criteria, several of which are in disagreement. There are numerous MCDM
methods that have been published. The TOPSIS is a commonly used MCDM strategy
with a straightforward mathematical technique. The TOPSIS has been utilized in a variety
of contexts. Various MCDM strategies have been used from the perspective of IoT. Guo
et al. [15] presented a conceptual framework of IoT-centric smart tourist attractions and
identified specific intelligent operations introduced to tourist attractions by IoT techniques.
To contend with the diverse evaluations from various professionals, two fuzzy TOPSIS
methodologies have been developed: a centroid-based fuzzy TOPSIS, as well as an integral-
built fuzzy TOPSIS. An implementation study showed the efficacy as well as the advantages
of their strategies over traditional TOPSIS. Cooperation between the fuzzy TOPSIS and the
conventional TOPSIS is incapable of reflecting the decision-makers’s priorities, but their
evaluation results aren’t completely compatible. The integral-based fuzzy TOPSIS evalua-
tion results were also susceptible to the provided optimism point, which may affect the
assessment order information. The researchers discovered some interesting observations
that can be used to improve the intellectual ability of IoT-based traveler attractions.

Tariq et al. [16] studied the aspects associated with the Internet of medical things
(IoMT). The goal of their research was to prioritize the degree of importance of the factors
causing obstacles, which will be assessed utilizing fuzzy logic as well as MCDM strategies,
such as TOPSIS and the analytic hierarchy process (AHP). According to them, this may
benefit businesses by saving time as well as money. The key criteria, along with the
sub-criteria, were ascertained afterward through extensive discussion with specialists on
the IoMT. The objectives of their research were also to determine which criteria/factors
impede the acceptance of the IoMTs. They discovered 20 criteria that should be given more
significance by the sector, which is in the transformation phase of adopting the IoMTs via
their investigation. The organization would be able to speed up implementation with the
assistance of their research by restricting both financial and time risks.

Gupta et al. [17] used TOPSIS to figure out the kind of network that provides a tailored
solution to a specific application. A generalized combination architectural style was also
suggested for IoT applications.

Yadav et al. [18] created an IoT-based blueprint for supply chain performance mea-
surements (SCPM) for agricultural production supply chains constructed on the supply
chain operation reference (SCOR) prototype, and they discussed the role of IoT in data
gathering as well as communication. Their research highlighted several key performance
indicators (KPIs) and their roles in SCPM for achieving sustainability through the use
of SCOR. Furthermore, Shannon entropy was used to quantify the basic procedures of
SCPM, as well as fuzzy TOPSIS, which is used to prioritize recognized KPIs at performance
measures level two. “Flexibility” as well as “responsiveness” were identified as the two
highly significant KPIs in an IoT-oriented SCPM structure for ASC to achieve sustainability.
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Chakraborty and Das [19] utilized three technologies to improve operational efficiency.
TOPSIS was employed to deliver consumer preferences for various criteria against various
attributes. The radio-frequency identification (RFID) technique may be used in SCM to
gather and distribute information of occurrence(s) or ‘Things’ of a wide variety with the
help of Internet of Things (IoT) implementation for tracking products in transportation.
Ultimately, cloud computing has been suggested as a technique for managing the big
data produced during the SCM process. Their work discusses in-depth the performance
optimization technique of a rapid or responsive SCM predicated on TOPSIS and IoT, as
well as cloud computing, to benefit companies.

Singla [20] presents an assessment methodology predicated on the fuzzy AHP and
the fuzzy TOPSIS that assists users in selecting an optimal cloud, where ambiguity and
subjective experience were modeled utilizing triangular fuzzy members and treated utiliz-
ing linguistic values. Their suggested computational decision-making prototype assists
decision-makers in effectively understanding the entire evaluation process, resulting in a
more accurate, systematic, as well as productive decision-support tool.

Qahtan et al. [21] created an MCDM Model for measuring the security and privacy of
blockchain-oriented IoT healthcare Industry 4.0 processes. The technique begins with the
creation of a decision matrix predicated on the connection of “blockchain-based Internet of
Things healthcare Industry 4.0 systems” as well as “security and privacy characteristics”
(e.g., authentication methods, authentication protocols, personal privacy, accessibility, as
well as confidentiality). The weight values of every security and private property were
also determined by calculating using the S-FWZIC technique in the second stage. The
consolidated grey relational analysis-TOPSIS, as well as the bald eagle search (BES)-based
optimization technique, is then used to measure the performance of blockchain-centric IoT
medical Industry 4.0 processes. Their findings are summarized below. Firstly, the S-FWZIC
simple procedure weighs security as well as privacy characteristics, implying that access
control seems to have the greatest importance weight, of 0.2070, whereas integrity takes the
smallest weight (0.0646); subsequently, the grey relational analysis-TOPSIS, as well as the
BES optimization methods, successfully rank.

Wibowo and Grandhi [22] created a fresh fuzzy multicriteria group decision-making
algorithm predicated on the TOPSIS technique, and the idea of comparison metrics was
established to determine every alternative’s overall effectiveness. Their proposed multicri-
teria analysis model has the benefit of being able to conquer the shortcomings of existing
strategies in intuitionistic fuzzy surroundings. The fuzzy-based multicriteria team decision-
making prototype enables organizations to assess the effectiveness of their IoT-centric
supply chains in order to improve their competitive strength. An example is provided to
determine the utility of the planned prototype in addressing a real-world IoT measuring
performance issue.

Gardas et al. [23] proposed a fresh node search technique for blockchain-oriented
edge IoT which is both fast and highly reliable. In addition, fuzzy judgment to estimation
logic was employed to handle mathematical as well as semantic figures at the same time.
Furthermore, the TOPSIS, a strong tool for investigating MCDM issues, was employed. In
IoT-edge situations, the proposed fuzzy-centric procedure uses three response requirements
to choose the appropriate IoT nodule for a given assignment. The experimental findings
demonstrated that their proposed framework improves the variables under evaluation.

There are further approaches, such as the novel multiple attribute decision-making
(MADM) approach known as the ordinal priority approach (OPA), which was recently
introduced. The OPA offers numerous advantages over older approaches, such as the
analytical hierarchy process (AHP) as well as the TOPSIS. Unfortunately, this strategy
does not allow for the decision-making procedure to take into account different ranks or
adopt an ambiguity strategy [24]. The aforementioned related works demonstrate a range
of innovative efforts made to effectively assist real-time IoT decision-making employing
recent sensor data. More precisely, they strive to conveniently organize decision-making
operations and assess logic queries that model different scenarios. Although strongly
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linked fields that serve as a foundation for real-time strategic planning, which include
sensor predictive analytics through machine learning, as well as wireless communication
for IoT, have already been explored thoroughly, the subject of study on decision-making in
the selection of an efficient and reliable IoT application is still in its initial stages. In the
interest of bridging the gap, we examine the most advanced factors for decision-making in
IoT application selection and other closely connected fields in this study, outlining their
advantages and disadvantages. Selecting an efficient and reliable IoT-based application,
therefore, presents a challenging MCDM problem [25–27]. The computational cost of
selecting the most suitable IoT-based apps is also substantial and needs to be reduced due
to the numerous IoT applications and smart gadgets available. Decision support systems
are a viable choice for helping clients select the best IoT-based apps. In this study, we use
the MCDM model to create effective decision support systems for assessing and ranking
IoT applications.

3. Materials and Methods

This section outlines the hierarchy’s development, the criteria’s recognition, and the
research methods employed in the assessment process.

3.1. Fuzzy TOPSIS Approach

A framework for assessing and selecting IoT applications is described in this paper.
The prototype is predicated on the idea that preference for an IoT application should be
based on its benefits, both tangible and intangible uncertainties, as well as its costs. The
selection of IoT applications is a complicated situation with several subjective attributes
to take into account. These characteristics make the assessment process difficult and
ambiguous. A hierarchical structure is an effective way to describe a complex system.
Expert opinions are always imprecise rather than precise numbers. It is more appropriate
and expandable to express experienced professional decisions in fuzzy numbers rather than
crisp numbers. Fuzzy TOPSIS can use a hierarchical structure to make comparative studies
of such characteristics into consideration. By now, numerous fuzzy TOPSIS techniques have
been proposed that do not take into account these comparative studies among attributes, or
provide a hierarchical structure. A fuzzy TOPSIS strategy must take this hierarchical system
into account in order to distinguish between these techniques [28–30]. This capability is
provided by the hierarchical fuzzy TOPSIS procedure created in this research, without the
use of correlation coefficients. It is obvious that selecting an IoT application is a challenging
and delicate issue with both statistical and qualitative aspects, as well as sophistication
and inaccuracies. Even so, the advanced fuzzy method appears to be suitable for solving
this problem. For our challenge, which was to select an efficient IoT application, we used
the hierarchical fuzzy TOPSIS framework. The factors were based on previous research,
as well as validated through interviews with independent scholars. Table 1 provides a
brief overview of the various factors utilized during the IoT application assessment process.
Figure 2 shows the hierarchical structure for the evaluation of different IoT applications.

Table 1. Different criteria with descriptions.

Criteria Description

Ease of Use (R1)

Ease of use is a fundamental term that refers to how simple it is for users to use a product. Design
professionals identify particular metrics for each project, such as “Users should be allowed to tap

Find within three seconds of attempting to access the interface.” The goal is to optimize ease of use
while providing maximum features and functions and upholding business constraints [30].

Energy Consumption (R2)

All of the energy utilized to execute an action, manufacture something, or merely inhabit a
construction is referred to as energy consumption. Power factor, energy consumption, peak voltage,

as well as power consumption are all factors that influence energy consumption. Meters’
functionality enables them to be used for a variety of monitoring purposes [31].
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Table 1. Cont.

Criteria Description

Interoperability (R3)

Interoperability is the characteristic that allows uncontrolled resource-sharing among various
systems. This could be described as the capacity to share data among distinct elements or machines,

via both hardware and software, or as the transfer of information and infrastructure between
multiple machines through local area networks (LANs) or wide area networks (WANs). The term

interoperability is widely defined as the capacity of two or more elements or systems to share
information and utilize that information [32].

Privacy (R4)

When it comes to the Internet, privacy refers to an individual’s personal or a group’s command over
their preferential anonymity, and also how secure they feel about sharing and storing information.

One important objective of data privacy is to guarantee that data in transport and at rest has always
been shielded while enabling information to flow [33].

Availability (R5)

One of the three basic features of security management prevalent in all systems is availability. The
assumption that a computer is accessible or available to an authorized user whenever they are

required is known as availability. System availability must be high to guarantee that the system
works as expected when required. The availability of the products allows for the development of

fault detection systems. In addition, it guarantees backup computation by incorporating hot and cold
sites into planning for disaster recovery [34].

Interface (R6)
An interface in computer technology is a shared boundary that allows three or more distinct elements

of a computer system to exchange information. Applications, computer hardware, passive
components, humans, and combinations of these, can all be exchanged [35].

Customer Service(R7)

Customer service refers to a variety of services that help customers make the most cost-effective and
appropriate use of a good or service. It includes help with production planning, installation,

mentoring, troubleshooting, servicing, upgrading, and decommissioning. Technical support is also
used to refer to IoT technology items such as portable phones, sensors, computer systems, software

platforms, or other mechanical and electronic products [36].
Processes 2023, 11, x FOR PEER REVIEW 7 of 16 
 

 

 
Figure 2. Hierarchical model for the evaluation of IoT applications. 

Table 1. Different criteria with descriptions. 

Criteria Description 

Ease of Use (R1) 

Ease of use is a fundamental term that refers to how simple it is for users to use a 
product. Design professionals identify particular metrics for each project, such as 
“Users should be allowed to tap Find within three seconds of attempting to access 
the interface.” The goal is to optimize ease of use while providing maximum fea-

tures and functions and upholding business constraints [30]. 

Energy Consumption (R2) 

All of the energy utilized to execute an action, manufacture something, or merely 
inhabit a construction is referred to as energy consumption. Power factor, energy 
consumption, peak voltage, as well as power consumption are all factors that in-
fluence energy consumption. Meters’ functionality enables them to be used for a 

variety of monitoring purposes [31]. 

Interoperability (R3) 

Interoperability is the characteristic that allows uncontrolled resource-sharing 
among various systems. This could be described as the capacity to share data 

among distinct elements or machines, via both hardware and software, or as the 
transfer of information and infrastructure between multiple machines through 

local area networks (LANs) or wide area networks (WANs). The term interopera-
bility is widely defined as the capacity of two or more elements or systems to 

share information and utilize that information [32]. 

Privacy (R4) 

When it comes to the Internet, privacy refers to an individual’s personal or a 
group’s command over their preferential anonymity, and also how secure they 
feel about sharing and storing information. One important objective of data pri-
vacy is to guarantee that data in transport and at rest has always been shielded 

while enabling information to flow [33]. 

Availability (R5) 

One of the three basic features of security management prevalent in all systems is 
availability. The assumption that a computer is accessible or available to an au-

thorized user whenever they are required is known as availability. System availa-
bility must be high to guarantee that the system works as expected when re-

quired. The availability of the products allows for the development of fault detec-
tion systems. In addition, it guarantees backup computation by incorporating hot 

and cold sites into planning for disaster recovery [34]. 
Interface (R6) An interface in computer technology is a shared boundary that allows three or 

Figure 2. Hierarchical model for the evaluation of IoT applications.

3.2. Fuzzy TOPSIS Approach

The fuzzy TOPSIS approach is the simplest and most straightforward method in
MCDM. In the TOPSIS approach, the notion of range tactics was introduced by Hwang
and Yoon [4], including alternatives from the positive ideal solution (PIS) as well as the
negative ideal solution (NIS). TOPSIS is a multi-criteria decision analytical procedure that
ranks various possibilities based on a variety of criteria. It is contended that if a fuzzy
MCDM challenge is first defuzzified into a crisp one, the benefit of accumulating fuzzy data



Processes 2023, 11, 1313 8 of 16

disappears. TOPSIS is a significant decision branch; it is a useful and practical strategy for
ranking and selecting a set of externally calculated alternatives according to their distance.
Based on this essence, we created a fuzzy TOPSIS problem-solving method in which the
criteria attributes are linguistic fuzzy figures. The rating was investigated, as well as
the outcomes gathered, at the end of the process of decision analysis. Hwang and Yoon
introduced TOPSIS for determining PIS- and NIS-utilizing linguistic terms to analyze the
ranking [34–37]. Saraswathi et al. proposed the fuzzy TOPSIS approach for resolving
MCDM complications where the effectiveness-ranking standards and criteria weights are
lingual conditions that can be demonstrated in the form of triangular fuzzy numbers [38].
The simple steps of the TOPSIS method are presented in Figure 3.
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Step 1: Generate a decision model.
The fuzzy TOPSIS tactic is used in this investigation to assess seven characteristics

(R1, R2, R3, R4, R5, R6, and R7) as well as six alternatives (T1, T2, T3, T4, T5, and T6). The
categorization depicts the various types of factors. Assume the decision-making unit has K
members. If the fuzzy numerical value and priority weight of the kth judgment consultant
for the ith alternative upon that jth criterion are as follows:

x̌k
ij =

(
ak

ij, bk
ij, ck

ij

)
and w̌k

j =
(

wk
j1, wk

j2, wk
j3

)
, respectively,

where i = 1, 2,..., m, and j = 1, 2,..., n, now the combined fuzzy rankings x̌ij of alternatives
(i) with respect to each standard (j) are indicated with the help of x̌ij = (aij, bij, cij). Table 2
displays the category of standards as well as the weight applied to every criterion.

The triangular fuzzy number (TFN) is designated as (L, M, or U). The specifications L,
M, and U represent the least effective, most expected, and absolute highest value systems,
in that order. The fuzzy measurement used in the prototype is illustrated in Table 3.



Processes 2023, 11, 1313 9 of 16

Table 2. Features of Different Criteria.

Criteria Category Weight

1 R1 + (0.143,0.143,0.143)

2 R2 + (0.143,0.143,0.143)

3 R3 + (0.143,0.143,0.143)

4 R4 + (0.143,0.143,0.143)

5 R5 + (0.143,0.143,0.143)

6 R6 + (0.143,0.143,0.143)

7 R7 + (0.143,0.143,0.143)

Table 3. Fuzzy-based measuring scale.

Code Linguistic terms L M U

1 Very low 1 1 3

2 Low 1 3 5

3 Medium 3 5 7

4 High 5 7 9

5 Very high 7 9 9

Step 2: Render the normalized decision model.
Normalized decision matrices can be created by applying the following relation to

both positive and negative ideal possibilities:

∼
r ij =

(
aij

c*
j

,
bij

c*
j

,
cij

c*
j

)
; c*

j = maxi cij; Positive ideal solution (1)

∼
r ij =

(
a−j
cij

,
a−j
bij

,
a−j
aij

)
; a−j = mini aij; Negative ideal solution (2)

Step 3: Render a weighted normalized decision model.
The weighted standardized decision matrix can be created by multiplying the weight

assigned to each criterion in the standardized fuzzy decision matrices through the following
equation, taking into consideration the highly variable weight of each characteristic.

∼
vij =

∼
r ij.
∼
wij (3)

where
∼
wij designates the weight of criterion cj.

Step 4: Ascertain both the fuzzy positive ideal solution (FPIS, A*) and the fuzzy
negative ideal alternative (FNIS, A−)

The FPIS, in addition to the FNIS of the alternative solution, might be definite, as the
following calculations 4 and 5 demonstrate:

A* =

{
∼
v

*
1,
∼
v

*
2, . . . ,

∼
v

*
n

}
=

{(
max

j
vij|i ∈ B

)
,
(

min
j

vij|i ∈ C
)}

(4)

A− =
{∼

v
−
1 ,
∼
v
−
2 , . . . ,

∼
v
−
n

}
=

{(
min

j
vij|i ∈ B

)
,
(

max
j

vij|i ∈ C
)}

(5)

where
∼
v

*
i is the extreme quantity of i for all the alternatives, and

∼
v
−
1 is the minimum

quantity of i for all the alternative solutions. B and C indicate the positive and negative
ideal resolutions, respectively.
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Step 5: Determine the separation between each alternative and also the fuzzy positive
ideal solution, A*, in addition to the range between each immediate solution and also the
fuzzy negative ideal alternative, A−.

The discrepancy between each potential substitute and the FPIS, in addition to between
every alternative and the FNIS, is determined with the help of Equations (6) and (7),
respectively:

S*
i = ∑n

j=1 d(
∼
vij,
∼
v

*
j ) i = 1,2,. . . ,m (6)

S−i = ∑n
j=1 d(

∼
vij,
∼
v
−
j ) i = 1,2,. . . ,m (7)

Once two triangular fuzzy figures (a1, b1, c1) and (a2, b2, c2) are anticipated, the range
between the two can be estimated by employing formula (8):

dv(
∼
M1,

∼
M2) =

√
1
3

[
(a1 − a2)

2 + (b1 − b2)
2 + (c1 − c2)

2
]

(8)

taking into account d(
∼
vij,
∼
v

*
j ) and d(

∼
vij,
∼
v
−
j ) are crisp figures.

Step 6: Quantify the closeness coefficient and position the choices available.
The following expression could be employed to evaluate the similarity coefficient of

each potential substitute:

CCi =
S−i

S+i + S−i
(9)

For quality assurance, as well as to prioritize the alternatives based on a variety of
factors, there are many multiple approaches available. The pros and cons of each strategy
are generally comparable. One of the extensively used fuzzy TOPSIS MCDM methods
has the benefit of actual, mathematical, and simple-to-illustrate human preferences, as
well as permitting straightforward and transparent trade-offs between many different
constraints [39–43]. Besides this, the pattern is classified as a revealing notion, with the
idea that even if no finest condition exists, a resolution with optimized principles for all the
requirements is possible. As a consequence, in this research study, fuzzy TOPSIS through a
triangular association valuation is used to analyze different IoT applications.

4. Results
4.1. Statistical Findings

Six different IoT applications were assessed by using the above-mentioned multi-
attribute decision-making strategy. Using the hierarchy shown in Figure 2, a survey form
for fuzzy TOPSIS was created to collect the participants’ weights of essential characteristics
and was delivered to a total of 110 academics investigating IoT technology research and
specialists employed in the field. The percentage of responses was 83%, or 92 out of 110
participants. Tables 4–9 show the findings of this research study.

Table 4. Decision-makers’s judgment matrix.

R1 R2 R3 R4 R5 R6 R7

T1 (4.275,6.275,8.231) (4.319,6.319,8.011) (4.099,6.099,7.989) (4.385,6.385,7.989) (4.187,6.187,8.077) (4.341,6.341,8.143) (4.319,6.319,8.121)

T2 (4.385,6.385,8.165) (4.319,6.319,8.099) (4.341,6.341,8.055) (4.297,6.297,8.121) (4.209,6.209,7.901) (4.209,6.209,8.033) (4.363,6.363,8.011)

T3 (4.297,6.297,8.143) (4.604,6.604,8.253) (4.187,6.187,7.989) (4.451,6.451,8.099) (4.165,6.165,7.923) (4.275,6.275,8.033) (4.209,6.209,7.945)

T4 (4.385,6.385,8.187) (4.385,6.385,8.077) (4.363,6.363,8.099) (4.099,6.099,7.967) (4.033,6.033,7.879) (4.143,6.143,7.967) (4.209,6.209,7.967)

T5 (4.143,6.143,8.033) (4.473,6.473,8.209) (4.451,6.451,8.209) (4.275,6.275,8.121) (4.297,6.297,8.121) (4.253,6.253,8.209) (4.209,6.209,8.011)

T6 (4.451,6.451,8.275) (4.341,6.341,8.165) (4.143,6.143,8.033) (4.319,6.319,8.143) (4.187,6.187,8.099) (4.143,6.143,7.989) (4.275,6.275,8.143)
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Table 5. The normalized decision matrix.

R1 R2 R3 R4 R5 R6 R7

T1 (0.517,0.758,0.995) (0.523,0.766,0.971) (0.499,0.743,0.973) (0.538,0.784,0.981) (0.516,0.762,0.995) (0.529,0.772,0.992) (0.530,0.776,0.997)

T2 (0.530,0.772,0.987) (0.523,0.766,0.981) (0.529,0.772,0.981) (0.528,0.773,0.997) (0.518,0.765,0.973) (0.513,0.756,0.979) (0.536,0.781,0.984)

T3 (0.519,0.761,0.984) (0.558,0.800,1.000) (0.510,0.754,0.973) (0.547,0.792,0.995) (0.513,0.759,0.976) (0.521,0.764,0.979) (0.517,0.762,0.976)

T4 (0.530,0.772,0.989) (0.531,0.774,0.979) (0.531,0.775,0.987) (0.503,0.749,0.978) (0.497,0.743,0.970) (0.505,0.748,0.971) (0.517,0.762,0.978)

T5 (0.501,0.742,0.971) (0.542,0.784,0.995) (0.542,0.786,1.000) (0.525,0.771,0.997) (0.529,0.775,1.000) (0.518,0.762,1.000) (0.517,0.762,0.984)

T6 (0.538,0.780,1.000) (0.526,0.768,0.989) (0.505,0.748,0.979) (0.530,0.776,1.000) (0.516,0.762,0.997) (0.505,0.748,0.973) (0.525,0.771,1.000)

Table 6. The weighted normalized decision matrix.

R1 R2 R3 R4 R5 R6 R7

T1 (0.074,0.108,0.142) (0.075,0.109,0.139) (0.071,0.106,0.139) (0.077,0.112,0.140) (0.074,0.109,0.142) (0.076,0.110,0.142) (0.076,0.111,0.143)

T2 (0.076,0.110,0.141) (0.075,0.109,0.140) (0.076,0.110,0.140) (0.075,0.111,0.143) (0.074,0.109,0.139) (0.073,0.108,0.140) (0.077,0.112,0.141)

T3 (0.074,0.109,0.141) (0.080,0.114,0.143) (0.073,0.108,0.139) (0.078,0.113,0.142) (0.073,0.109,0.140) (0.074,0.109,0.140) (0.074,0.109,0.140)

T4 (0.076,0.110,0.141) (0.076,0.111,0.140) (0.076,0.111,0.141) (0.072,0.107,0.140) (0.071,0.106,0.139) (0.072,0.107,0.139) (0.074,0.109,0.140)

T5 (0.072,0.106,0.139) (0.078,0.112,0.142) (0.078,0.112,0.143) (0.075,0.110,0.143) (0.076,0.111,0.143) (0.074,0.109,0.143) (0.074,0.109,0.141)

T6 (0.077,0.111,0.143) (0.075,0.110,0.141) (0.072,0.107,0.140) (0.076,0.111,0.143) (0.074,0.109,0.143) (0.072,0.107,0.139) (0.075,0.110,0.143)

Table 7. The positive and negative ideal solutions.

Positive Ideal Negative Ideal

R1 (0.077,0.111,0.143) (0.072,0.106,0.139)

R2 (0.080,0.114,0.143) (0.075,0.109,0.139)

R3 (0.078,0.112,0.143) (0.071,0.106,0.139)

R4 (0.078,0.113,0.143) (0.072,0.107,0.140)

R5 (0.076,0.111,0.143) (0.071,0.106,0.139)

R6 (0.076,0.110,0.143) (0.072,0.107,0.139)

R7 (0.077,0.112,0.143) (0.074,0.109,0.140)

Table 8. The range of positive and negative ideal solutions.

Distance from Positive Ideal Distance from Negative Ideal

T1 0.018 0.016

T2 0.017 0.017

T3 0.015 0.018

T4 0.023 0.009

T5 0.013 0.019

T6 0.017 0.017



Processes 2023, 11, 1313 12 of 16

Table 9. Closeness coefficient (Ci) value and ranking.

Ci Rank

T1 0.47 5

T2 0.509 3

T3 0.538 2

T4 0.282 6

T5 0.595 1

T6 0.495 4

We discovered the relevance of the closeness coefficient (Ci) in our objective assessment
of the effectiveness of the best IoT application, T5 > T3 > T2 > T6 > T1 > T4, where “>“
actually implies “recommendable over”. As a consequence, T5 is widely regarded as the
most efficient and effective IoT application, as shown in Figure 4.

Processes 2023, 11, x FOR PEER REVIEW 12 of 16 
 

 

T5 0.595 1 
T6 0.495 4 

We discovered the relevance of the closeness coefficient (Ci) in our objective as-
sessment of the effectiveness of the best IoT application, T5>T3>T2>T6>T1>T4, where “>“ 
actually implies “recommendable over”. As a consequence, T5 is widely regarded as the 
most efficient and effective IoT application, as shown in Figure 4. 

 
Figure 4. Closeness coefficient graph. 

4.2. Comparative Findings of the Fuzzy TOPSIS and TOPSIS Analysis 
The selection order of the different alternatives is compiled in Table 10 using the 

TOPSIS and fuzzy TOPSIS approaches. It is clear that both approaches result in the se-
lection of T5; therefore, the IoT application T5 exhibits the highest efficiency and reliabil-
ity. Except for T5, each approach has a different preference. The fuzzy TOPSIS results in 
the rankings T5 > T3 > T2 > T6 > T1 > T4, whereas the TOPSIS technique results in T5 > T2 
> T6 > T1 > T3 > T4. Given the MCDM characteristics of the suggested problem, an ideal 
solution might not be available; however, a systematic analysis of the MCDM challenge 
can lessen the likelihood of making a quality service pick that is unsatisfactory. The 
TOPSIS technique is accepted as a satisfactory solution for the selection of an effective 
and trustworthy IoT application challenge when accurate performance ratings are given. 
When using fuzzy TOPSIS to address the intended service quality issue, imprecise or 
hazy performance evaluations are acceptable. 

Table 10. Comparison table. 

Ranking Or-
der 

1 2 3 4 5 6 

TOPSIS T5 T2 T6 T1 T3 T4 
Fuzzy TOPSIS T5 T3 T2 T6 T1 T4 

The suggested research aims to present a methodical evaluation strategy for choos-
ing the most effective and trustworthy IoT application, comparing both TOPSIS and 
fuzzy TOPSIS. The suggested methodology offers a way to reduce the number of options 
and ease the decision-making procedure. Ultimately, the fuzzy TOPSIS technique has 
some drawbacks. The managerial perspective of the decision-maker affects the mem-
bership degree of natural language representation. In order to assess the significance and 
patterns of all the different facets, including ease of use, energy consumption, interop-

00.10.20.30.40.50.6

T1 T2 T3 T4 T5 T6

0.47 0.509 0.538
0.282

0.595 0.495
Ci

Figure 4. Closeness coefficient graph.

4.2. Comparative Findings of the Fuzzy TOPSIS and TOPSIS Analysis

The selection order of the different alternatives is compiled in Table 10 using the
TOPSIS and fuzzy TOPSIS approaches. It is clear that both approaches result in the selection
of T5; therefore, the IoT application T5 exhibits the highest efficiency and reliability. Except
for T5, each approach has a different preference. The fuzzy TOPSIS results in the rankings
T5 > T3 > T2 > T6 > T1 > T4, whereas the TOPSIS technique results in T5 > T2 > T6 > T1
> T3 > T4. Given the MCDM characteristics of the suggested problem, an ideal solution
might not be available; however, a systematic analysis of the MCDM challenge can lessen
the likelihood of making a quality service pick that is unsatisfactory. The TOPSIS technique
is accepted as a satisfactory solution for the selection of an effective and trustworthy IoT
application challenge when accurate performance ratings are given. When using fuzzy
TOPSIS to address the intended service quality issue, imprecise or hazy performance
evaluations are acceptable.

Table 10. Comparison table.

Ranking Order 1 2 3 4 5 6

TOPSIS T5 T2 T6 T1 T3 T4

Fuzzy TOPSIS T5 T3 T2 T6 T1 T4
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The suggested research aims to present a methodical evaluation strategy for choosing
the most effective and trustworthy IoT application, comparing both TOPSIS and fuzzy
TOPSIS. The suggested methodology offers a way to reduce the number of options and
ease the decision-making procedure. Ultimately, the fuzzy TOPSIS technique has some
drawbacks. The managerial perspective of the decision-maker affects the membership
degree of natural language representation. In order to assess the significance and patterns
of all the different facets, including ease of use, energy consumption, interoperability,
privacy, availability, interface, and customer service, to analyze different IoT applications
as alternatives, the decision-maker needs to be at a tactical rank in the organization.

5. Discussion

Organizations are currently experimenting with different data sources, and it has been
widely anticipated that IoT will significantly improve asset management decision-making.
Companies can efficiently and comprehensively embrace such new sources of information
in their decision-making if the information that is assessed can provide an overview of the
asset’s significant aspects. This has practical consequences for companies and demonstrates
how IoT implementations can result in far-reaching modifications. Implementation of IoT
enables more comprehensive and precise predictive analysis, expanding confidence in
the process of asset management, as well as enhancing the predictive ability in risk-based
judgments. Because of the increased certainty about when and how to take appropriate
action, decision-making is becoming slightly automated. Business operations for decision-
making must be rearranged to include IoT-generated information and ensure traceability
so that decision-makers can perceive the data’s constraints as well as potential, while also
guaranteeing security and privacy [44–48]. Moreover, people who participate in business
processes must learn new skills in order to comprehend and interpret data. Decision-makers
must become more comfortable with data as well as data analysis tools. To transition from
physical to data-based asset checking, the culture must change. To embrace IoT, asset
management organizations must change their cultural identities so that data-based asset-
checking is deeply engrained throughout the organization instead of being lost in individual
departments’ warehouses. The adoption of IoT necessitates an IT infrastructure capable
of accommodating new data sources, as well as a thorough knowledge of the information
gathered and its overall quality. The adoption of IoT necessitates proper data management
to guarantee compliance with laws and regulations. To make sure that IoT can provide
trustable data for decision-making, good data governance is essential. The findings indicate
that decision procedures must be altered to accommodate the real-time characteristics of
the data, and that managers must adapt and acquire new abilities and skills in order to
understand the information.

6. Conclusions

Using a fuzzy TOPSIS MCDM strategy, this research presents the issue of choosing the
most highly appropriate IoT-based application, an MCDM challenge. We demonstrated an
issue hierarchy as well as performed pair-wise comparability of standards predicated on
experienced professional choices. In the final instance, a systematic approach was looked
at to show how to use MCDM within the IoT platform. The research findings may help
the distributors and builders of IoT development tools to make better judgments. There
were some limitations to this research. First, it was conducted in a small geographical
region. Some considerations, such as local cultures and individuals, as well as geographical
differences, may have influenced the results, which may not be generally applicable to
other regions of the world. It is recommended that the present prototype be considered
in other areas and that a cross-cultural contrast be conducted. Second, because this is
survey-based research, it is susceptible to experimental error, including the number of
participants, the type of survey questions used, and the capturing of personal views.
Third, the standards utilized in this research were chosen and constructed on professional
sentiments. Even though the specialists’ decisions were well-founded, many other factors
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could have been taken into account. For instance, it is essential to investigate customer
characteristics. Fourth, the article’s small number of participants might contribute to
inadequate assessments. To avoid such situations, future studies should include a greater
number of specialists. Finally, expert evaluations and comparisons can be inaccurate and
incompatible. Furthermore, the standards investigated in the current research were not
mutually exclusive. The ANP would be an efficacious solution to this problem. As a result,
we plan to look into IoT service selection using several frameworks in the future.

Future research possibilities in this conventional but significant field of study include
the above. This study’s primary limitation is the sampling. Because the assessment was
conducted on a sample from Middle Eastern countries, a careful thinker may want to
approach the study’s conclusions with care, especially when applying generalizations of
the findings to IoT application service providers throughout the world.
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